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The mission of the  SchellmanSPIRRIT advocacy 

group is to help small, presently underutilized 

and/or underrepresented organizations, in 

understanding their present security posture and 

readiness / response capabilities to information 

security threats. 

https://www.schellman.com/
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Strategic Objectives

Provide a flexible service offering to identify quick-win improvements to overall 

security posture, that is risk-focused and can be tailored to non-traditional 

organizations (e.g. – small, underrepresented businesses).

Use our experience and technical knowledge to help organizations identify, assess, 

manage, and reduce risk to increase their overall cyber sophistication. 

Bring awareness to freely available resources from organizations such as  

NIST, CISA, and SBA.

https://www.schellman.com/
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As leaders, we must recognize that security of our 

nation is an everyone responsibility; to that end, 

Schellman recognizes the need to leverage our 

expertise to the benefit of those in critical need.

– Tara Lemieux 
Senior Associate 

https://www.schellman.com/
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Service Offerings

Readiness Assessments are a perfect complement for those organizations seeking 

to understand their compliance readiness or to identify, analyze, and mitigate 

critical security gaps within their organization. Offerings include SOC, FedRAMP, 

CMMC, FISMA/NIST SP 800-53, NIST SP 800-171, and ISO/IEC.

Targeted Risk-Focused Security Assessments are non-standards-based risk 

assessments that provide a robust means for organizations to identify gaps and 

obtain valuable feedback with respect to key security controls/risk areas.

Credentialed Training Services benefit organizations in all phases of maturing their 

security through highly interactive, best-in-class training.

https://www.schellman.com/
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Our goal is to help organizations adapt based on 

the latest threats, improve their cyber resilience, 

and provide valuable information that can be 

used to inform risk decisions.

– Christian Baer
Senior Associate 

https://www.schellman.com/
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Value

By partnering with underrepresented and underserved communities,  

Schellman is hoping to empower, innovate, and help underrepresented/

underserved businesses.

Through this unique opportunity, Schellman is extending its portfolio of services 

with the hope of building meaningful partnerships with currently underserved 

organizations and communities, ultimately reducing risk and advancing the 

organization’s cyber resiliency their cyber resiliency at little to no cost*.

https://www.schellman.com/
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The security of our nations supply chain is not reserved 

to the privileged that can ‘afford’ it. It is the responsibility 

of all that participate. We are dedicated to helping those 

organizations that support our nation’s needs, 

regardless the depth of their pockets.

– Michael Redman
Senior Associate 

https://www.schellman.com/


SCHELLMAN PARTNERSHIPS IN REDUCING RISK IN INFORMATION TECHNOLOGY

Selection Criterion

To participate in the SchellmanSPIRRIT program, organizations must be:

• A small business concern owned and controlled by socially and  

economically disadvantaged individuals;

• A business entity owned and controlled by an Native American tribe;

• A business entity owned and controlled by a Native Hawaiian Organization;

• A small business concern owned and controlled by women;

• A small business concern owned and controlled by  

service–disabled veterans;

• A qualified HUBZone small business concern;

• A small business concern which must demonstrate basic cyber hygiene  

as part of its contractual obligations to the U.S. Government  

(DFARS 252.204-7012); or

• A business entity owned and controlled by a qualified minority

https://www.schellman.com/
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Application Process

For more information, or to submit an application for consideration,  

please contact: SPIRRIT@schellman.com
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